
Dear clients and partners of the company,

On May 25, 2018, new legislation regarding the protection of personal data entered into force,
therefore we bring you information on the processing of personal data based on Regulation (EU)
2016/679 of the European Parliament and of the Council on the protection of natural persons in
the processing of personal data and on the free movement of such data ( hereinafter "GDPR")
and Act No. 18/2018 Coll. on the protection of personal data and on the amendment of certain
laws.

Operator Payout a.s., Juraja Závodského 97/106, 010 04 Žilina, ID: 50487787, in connection with
its activity it processes personal data for various purposes, in most cases the processing of
personal data is necessary according to a special regulation or an international treaty to which
the Slovak Republic is bound.

The operator has appointed a responsible person to oversee the protection of personal data. The
duties of the responsible person according to the GDPR are carried out by the external
consulting company Top Privacy s.r.o.. The responsible person may, according to Article 38, 4
contact at the e-mail address: dpo@payout.one.

We would also like to inform you about the way in which we handle your personal data, about
your rights as well as about the legal basis for the processing of personal data. When familiarizing
yourself with information according to Article 13 of the GDPR, you may come across terms that
are defined as follows:

Definition of basic terms

● with the consent of the person concerned, any serious and freely given, specific,
informed and unequivocal expression of the will of the person concerned in the form
of a statement or a clear a�rmative act by which the person concerned expresses
consent to the processing of his personal data,

● genetic data personal data relating to inherited genetic characteristics of a natural
person or acquired genetic characteristics of a natural person, which provide unique
information about the physiology or health of this natural person and which result
mainly from the analysis of the biological sample of the given natural person,

● biometric data personal data which are the result of special technical processing of
personal data relating to the physical characteristics of a natural person,
physiological characteristics of a natural person or behavioral characteristics of a
natural person and which enable the unique identification or confirm the unique
identification of this natural person, such as in particular the image of the face or
dactyloscopic data,

● health-related data personal data related to the physical health or mental health of a
natural person, including data on the provision of health care or services related to
the provision of health care, which reveal information about his health condition,



● processing of personal data means a processing operation or a set of processing
operations with personal data or sets of personal data, in particular obtaining,
recording, organizing, structuring, storing, changing, searching, viewing, using,
providing by transmission, dissemination or in any other way, rearranging or
combining, restriction, erasure, whether by automated means or non-automated
means;

● profiling, any form of automated processing of personal data consisting of the use of
personal data to evaluate certain personal signs or characteristics relating to a
natural person, in particular to analyze or predict the signs or characteristics of the
person concerned related to his/her performance at work, assets, health, personal
preferences, interests , reliability, behavior, position or movement,

● by pseudonymisation, the processing of personal data in such a way that it cannot be
assigned to a specific data subject without the use of additional information, if such
additional information is stored separately and is subject to technical and
organizational measures to ensure that personal data cannot be assigned to an
identified natural person or an identifiable natural person,

● logo, a record of the user's activity in the automated information system,

● online identifier means an identifier provided by an application, tool or protocol, in
particular IP address, cookies, login data to online services, radio frequency
identification, which can leave traces, which, especially in combination with unique
identifiers or other information, can be used to create a profile of the person
concerned and identification,

● an information system means any organized set of personal data that is accessible
according to specified criteria, regardless of whether the system is centralized,
decentralized or distributed on a functional or geographical basis,

● data subject is any natural person whose personal data is processed,

● operator is anyone who alone or together with others defines the purpose and means
of personal data processing and processes personal data on its own behalf; the
operator or specific requirements for its determination may be established in a
special regulation or international agreement to which the Slovak Republic is bound,
if this regulation or this agreement establishes the purpose and means of processing
personal,

● recipient, anyone to whom personal data is provided, regardless of whether it is a
third party; a public authority that processes personal data on the basis of a special
regulation or an international treaty to which the Slovak Republic is bound in
accordance with the personal data protection rules applicable to the given purpose
of personal data processing is not considered a recipient,



● a third party is anyone who is not a data subject, an operator, an intermediary or
another natural person who processes personal data on the authority of an operator
or an intermediary,

● responsible person means a person designated by the operator or intermediary who
performs tasks according to the GDPR and Act No. 18/2018 Coll.,

● a representative is a natural person or a legal entity with a registered o�ce, place of
business, organizational component, establishment or permanent residence in a
member state, which the operator or intermediary has authorized in writing
according to Article 27 of the GDPR,

● by enterprise, a natural person - an entrepreneur or a legal entity performing an
economic activity, regardless of its legal form, including associations of natural
persons or associations of legal entities that regularly perform an economic activity,

● by a group of enterprises controlling the enterprise and the enterprises controlled by
it,

● main establishment:

a) place of central administration of the operator in the European Union, if it is an
operator with establishments in more than one member state, except in the case
when decisions on the purposes and means of personal data processing are taken in
another establishment of the operator in the European Union and this other
establishment has the authority to enforce the execution such decisions, in which
case the main establishment is considered to be the establishment that made such
decisions,

b) the place of central administration of the intermediary in the European Union, if it is
an intermediary with establishments in more than one member state or if the
intermediary does not have a central administration in the European Union, the
establishment of the intermediary in the European Union, in which the main
processing activities are carried out in the context of the activities of the
establishment of the intermediary, and to the extent that the intermediary is subject
to special obligations under the GDPR and Act No. 18/2018 Coll.,

● international organization means an organization and its subordinate entities that are
governed by public international law, or any other entity that was established by an
agreement between two or more countries or on the basis of such an agreement,

● a member state is a state that is a member state of the European Union or a
contracting party to the Agreement on the European Economic Area,

● a third country is a country that is not a member state.



In the next section, you will find the names of information systems, which are divided according
to the purpose of processing personal data. Each of them, when clicked, contains detailed
information according to Article 13 GDPR, which will explain in detail why and how we process
your personal data.

PURPOSES OF PERSONAL DATA PROCESSING:

About business partners the operator processes personal data in the following information
systems:

1. ADMINISTRATION OF THE REGISTRY,
2. ACCOUNTING DOCUMENTS,
3. RECORDS OF BUSINESS PARTNERS,
4. PERSONAL DATA PROTECTION AGENDA.

About clients the operator processes personal data in the following information systems:

1. COOKIES,
2. CONTACT FORM,
3. DIRECT MARKETING,
4. CLOSING OF THE CONTRACT,
5. KYC QUESTIONNAIRE - PROTECTION AGAINST CRIME LAUNDERING (AML),
6. BIOMETRY,
7. BANKLINK,
8. CUSTOMER ACCOUNT,
9. PAYMENT GATEWAY,
10. ACCOUNTING DOCUMENTS,
11. ADMINISTRATION OF THE REGISTRY,
12. COMPLAINTS, ALTERNATIVE DISPUTE RESOLUTION,
13. LITIGATION,
14. RISK MANAGEMENT MONITORING,
15. RECORDS OF SECURITY INCIDENTS,
16. PERSONAL DATA PROTECTION AGENDA,
17. PAYOUT ID,
18. CAMERA SYSTEM.

About clients of clients the operator processes personal data in the following information
systems:

1. SILENT PARTY

Last but not least, we would like to inform you about your GDPR rights and Act No. 18/2018 Coll.
on the protection of personal data and on the amendment of certain laws.

The person concerned has the right to access your data. Based on the request of the person
concerned, the operator will issue a confirmation on whether the personal data of the person
concerned are being processed. If the operator processes this personal data, it will issue a copy
of this personal data based on the request of the person concerned. If the person concerned

https://payout.one/wp-content/uploads/2024/08/IS-administration-of-the-registry.pdf
https://payout.one/wp-content/uploads/2024/08/IS-accounting-documents.pdf
https://payout.one/wp-content/uploads/2024/08/IS-records-of-business-partners.pdf
https://payout.one/wp-content/uploads/2024/08/IS-personal-data-ptotection-agenda.pdf
https://payout.one/wp-content/uploads/2024/08/IS-Cookies_EN.pdf
https://payout.one/wp-content/uploads/2024/08/IS-contact-form.pdf
https://payout.one/wp-content/uploads/2024/08/IS-direct-marketing.pdf
https://payout.one/wp-content/uploads/2024/08/IS-conclusion-of-the-contract.pdf
https://payout.one/wp-content/uploads/2024/08/IS-Protection-against-the-laundering-of-the-proceeds-of-crime.pdf
https://payout.one/wp-content/uploads/2024/08/IS-biometry.pdf
https://payout.one/wp-content/uploads/2024/08/IS-banklink-EN.pdf
https://payout.one/wp-content/uploads/2024/08/IS-Client-account.pdf
https://payout.one/wp-content/uploads/2024/08/IS-payment-gateway.pdf
https://payout.one/wp-content/uploads/2024/08/IS-accounting-documents-1.pdf
https://payout.one/wp-content/uploads/2024/08/IS-administration-of-the-registry-1.pdf
https://payout.one/wp-content/uploads/2024/08/IS-complaints-alternative-disupte-resolution.pdf
https://payout.one/wp-content/uploads/2024/08/IS-litigation.pdf
https://payout.one/wp-content/uploads/2024/08/IS-risk-management-monitoring.pdf
https://payout.one/wp-content/uploads/2024/08/IS-record-of-security-incidents.pdf
https://payout.one/wp-content/uploads/2024/08/IS-personal-data-protection-agenda.pdf
https://payout.one/wp-content/uploads/2024/08/IS-Camera-system.pdf
https://payout.one/wp-content/uploads/2024/08/IS-Silent-party.pdf


requests information in the form of electronic means, it will be provided to him in a commonly
used electronic form, namely by email, unless he expressly requests another method of
provision.

The person concerned has the right to correct personal data, if the operator records incorrect
personal data about it. At the same time, the person concerned has the right to add incomplete
personal data. The operator will correct or supplement personal data without undue delay after
the person concerned requests it.

The person concerned has the right to erasure (right to be forgotten) of personal data
concerning her, provided that:

a. personal data are no longer necessary for the purposes for which they were obtained
or otherwise processed,

b. the person concerned revokes the consent on the basis of which the processing is
carried out,

c. the person concerned objects to the processing of personal data,

d. personal data were processed illegally,

e. the reason for erasure is the fulfillment of the obligation of the law, special regulation
or international treaty to which the Slovak Republic is bound, or

f. personal data was obtained in connection with the o�er of information society
services to a person under the age of 16.

The person concerned will not have the right to erasure personal data, provided that their
processing is necessary:

a. to exercise the right to freedom of expression and information,

b. to fulfill an obligation according to the law, a special regulation or an international
treaty to which the Slovak Republic is bound, or to fulfill a task carried out in the
public interest or in the exercise of public authority entrusted to the operator,

c. for reasons of public interest in the field of public health,

d. for the purposes of archiving in the public interest, for the purposes of scientific or
historical research or for statistical purposes, if it is likely that the right to erasure will
make it impossible or seriously di�cult to achieve the goals of such processing, or

e. to demonstrate, exercise or defend legal claims.

The operator shall delete the personal data of the a�ected persons upon request, without undue
delay after evaluating the request of the a�ected person as reasonable.



The person concerned has right to restriction of processing personal data, unless:

a. the correctness of personal data is challenged by an objection according to this
article, during the period allowing the operator to verify the correctness of personal
data,

b. processing is illegal and the a�ected person requests restriction of their use instead
of erasure of personal data;

c. the operator no longer needs the personal data for processing purposes, but the data
subject needs them to prove, exercise or defend legal claims;

d. the a�ected person objects to the processing of personal data on the basis of the
legitimate claim of the operator, until it is verified whether the legitimate reasons on
the part of the operator prevail over the legitimate reasons of the a�ected person.

If the person concerned requests the restriction of the processing of his personal data, the
operator will not carry out any processing operations with the a�ected data, except storage,
without the consent of the person concerned.

The a�ected person will be informed by the operator if the restriction on the processing of this
data is lifted.

The person concerned has the right to data portability, which means the acquisition of
personal data that it has provided to the operator, while it has the right to transfer this data to
another operator in a commonly used and machine-readable format, provided that the personal
data were obtained based on the consent of the person concerned or on the basis of a contract
and their processing takes place in the form of automated means.

The person concerned has the right at any time to object against the processing of her
personal data for reasons relating to her particular situation. The person concerned can object
to the processing of his personal data on the basis of:

a. the legal title of the performance of tasks carried out in the public interest or in the
exercise of public authority, or from the legal title of the legitimate interest of the
operator,

b. processing personal data for direct marketing purposes,

c. processing for the purposes of scientific or historical research or for statistical
purposes.

If the person concerned objects to the processing of personal data for the purposes of direct
marketing, the operator cannot further process their personal data.

The operator will assess the received objection in a reasonable time. The operator may not
continue to process personal data if he does not demonstrate the necessary legitimate interests
in processing personal data that outweigh the rights or interests of the person concerned, or
grounds for asserting a legal claim.



The person concerned has the right to the ine�ectiveness of automated individual
decision-making, including profiling if the operator processes personal data by profiling or in a
similar way based on automated individual decision-making.

The person concerned has the right at any time withdraw your consent with the processing of
personal data, as long as the processing of personal data was based on this legal basis. The
a�ected person revokes his consent in the manner indicated in the consent itself or in this
information, if there is no such information, he revokes the consent by contacting the operator
with your request in any chosen way. The operator's contact details are listed above. The legality
of the processing of personal data prior to the withdrawal of consent based on the consent
granted is not a�ected by its withdrawal.

The person concerned has the right to file a complaint/proposal to initiate proceedings to
the supervisory authority - the O�ce for the Protection of Personal Data of the Slovak Republic
with registered o�ce Hraničná 4826/12, 820 07 Bratislava – Ružinov tel. number: +421 /2/ 3231
3214; e-mail: statny.dozor@pdp.gov.sk, https://dataprotection.gov.sk, if it believes that its rights
in the area of   personal data protection have been violated. In the case of submission of the
proposal in electronic form, it is necessary that it fulfills the requirements according to § 19 par. 1
of Act no. 71/1967 Coll. on administrative procedure (correct order).

The person concerned can contact the operator with their comments and requests regarding the
processing of personal data in writing or by electronic means at the contact details listed above.

mailto:statny.dozor@pdp.gov.sk
https://dataprotection.gov.sk

